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Abstract:
There is need for improve security in ATM transactions. Due 
to tremendous increase in the number of criminals and their 
activities, the ATM has become insecure. There could be sit-
uations where an account holder is incapacitated or a case 
of emergency that would make the account holder not to be 
physically present at the ATM point; ATM systems today use 
no more than an access card and PIN for identity verification. 
The Personal Identification Number (PIN) not only gives good 
security. The fingerprint is unique and cannot be duplicated 
by others. This paper combines the GSM technology and fin-
gerprint recognition technology for identification. With finger-
print recognition technology, we embedded the GSM modem 
to generate the 4 digit one time password and it send to the 
main user mobile number only when the nominee user enrol 
the fingerprint. The fingerprint of the nominee and the card 
holder are collected and stored in the database. Every finger-
print which enrols is check by the database. The 4-digit one 
time password should be replied by pressing the keys on the 
mobile phone. After which, the customer can begin the further 
transaction. We also proposed room for many more nominees 
fingerprint identification process while actual card holder un-
able to do the transactions. The biometric features cannot be 
replicated; this proposal will go a long way to solve the problem 
of account safety. The Nigerian Banking sector over the years 
has been experiencing significant changes and development in 
its Information and Communication Technology. Among the 
development is the introduction of Automated Teller Machine 
(ATM) that intends to decongest the banking halls as custom-
ers now can go to any nearest ATM outfit to consummate their 
banking transactions such as: cash withdrawal, cash deposit, 
bill payments, and transfer of fund between accounts. The pur-
pose of this paper was to measure the satisfaction of customers 
as regards to ATM services. 
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