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The objective of this research paper is to find out the recent activities of the hard drives and removable disk by using jump list files 
as well as from the window registry through MRU. In computer forensic investigation, an investigator may find out the recent 

activities log which is a good source for evidence gathering. In this paper, we use the OS forensic window registry analysis and jump 
files to investigate the recent activities on particular dates and the program and application runs with time stamp. On the forensic 
point of view, registry is a good source where an investigator can gather an evidence for further analysis like the last login time, USB 
information, recent activities etc. 
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